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51 -

ftp 192.168.0.2

Connected to 192.168.0.2.

220-Welcome to Pure—-FTPd.

220-You are user number 1 of 5 allowed.

220-Local time is now 14:18. Server port: 21.

220-This is a private system — No anonymous login

220 You will be disconnected after 15 minutes of inactivity.
User (192.168.0.2:(none)): manage

331 User manage OK. Password required

Password:¥¥kskckk

230-OK. Current restricted directory is /

230-Instructions for updating firmware in controller modules:

230- 1. Type 'put <filename> flash’ where <filename> is the new firmware image to load.
230- 2. It will take approximately 10 minutes for the new firmware to load and

230 for the automatic restart to complete. Progress messages will be

230 displayed in this FTP interface during that time. Wait for the progress
230 messages to indicate that the code load has completed.

230 3. If the partner firmware upgrade (PFU) feature is enabled, allow

230 an additional 20 minutes for the partner controller to be updated.

230 No messages will be displayed in the FTP interface during PFU.

230 If PFU is NOT enabled, log into the other controller and repeat steps 1-2.
230 4. WARNING! Do not power cycle or restart during the firmware update

230 as this can result in loss of capabilities for this unit.

230 5. If you attempt to load an incompatible firmware version (such as code

230 that is intended only for an iSCSI system on an FC system) the message
230- “s%k Code Load Fail. Bad format image. ***” will be displayed and the FTP
230 prompt will come back in just a few seconds. The code will not be loaded.
230-

230-Instructions for updating firmware in expansion modules:

230 1. Obtain the address of each enclosure management processor (EMP) in the form
230 <EMP-channel-ID>:<EMP-target-ID> (for example, 0:63 and 1:63)

230- and obtain the firmware revision of each EMP.

230 Determine which EMPs need to be updated based on the revision.

230- Note: In the WBI, the EMP addresses are displayed by clicking on each
230 enclosure in the Configuration View. The needed data is displayed

230- in the fields labeled 'EMP A Bus ID’, 'EMP B Bus ID’, 'EMP A TargetID’,
230- 'EMP B Target ID’, 'EMP A Revision’, and 'EMP B Revision’. (The terms
230 '‘bus’ and 'channel’ are equivalent.)

230 Note: In the CLI, enter 'show enclosures’. The needed data is displayed
230- in the columns labeled 'EMP A CH:ID Rev’ and 'EMP B CH:ID Rev'.

230 2. Log in via FTP with user name and password.

230 3. Type 'put <filename> encl:KEMP-channel-ID>:<EMP-target-ID>’

230 where <filename> is the new firmware image to load.

230 4. It typically takes several minutes for the new firmware to load. Progress
230 messages will be displayed in this FTP interface during that time. Wait
230 for the progress messages to indicate that the code load has completed.
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WARNING! Do not power cycle or restart during the firmware update
as this can result in loss of capabilities for this unit.
5. Repeat steps 3—4 for each EMP to update in each enclosure.

Instructions for updating disk firmware:

1. Obtain the address of each disk to be loaded in the form
<enclosure-ID>:<slot—number> (for example, 0:1 and 1:9)
and obtain the firmware revision of each of these disks.

Determine which disks need to be updated based on the revision.
Note: In the WBI, the disk addresses are displayed by clicking on each
enclosure in the Configuration View and then selecting the desired
disk. The needed data is displayed in the fields labeled 'EnclosurelD’,
'Slot’, and 'Revision’.

Note: In the CLI, enter 'show disks'. The needed data is displayed

in the columns labeled 'Location’ and 'Revision’.

2. Log in via FTP with user name and password.

3. Type 'put <filename> disk:Kenclosure—ID>:<{slot—-number>’
where <filename> is the new firmware image to load.

4. It typically takes several minutes for the new firmware to load. Progress
messages will be displayed in this FTP interface during that time. Wait
for the progress messages to indicate that the code load has completed.
WARNING! Do not power cycle or restart during the firmware update
as this can result in loss of capabilities for this unit.

5. Repeat steps 3—4 for each disk to update in each enclosure.

Instructions for getting debug logs:
1. Log in with a user name and password.
2. Type 'get logs <filename.zip>’
where <filename.zip> is the file to capture the system debug logs.
Note the debug logs are in a compressed archive format and will need to be
uncompressed before viewing.

Instructions for loading a license file:
1. Log in with a user name and password.
2. Type 'put <certificate.txt> license’
where <{certificate.txt> is the name of the license file generated
for your specific system.

ftp> get logs store1223.zip
200 PORT command successful

119-

Starting operation:

STATUS: getting storage controller logs ...
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ding: store_2011.01_27_14_18_57.logslnitializing
ining Configuration Data from Storage Controller
ining Configuration Data from Storage Controller
ining Debug Logs from Storage Controller

ining Debug Logs from Storage Controller

ining Debug Logs from Storage Controller

ining Debug Logs from Storage Controller

ining Debug Logs from Storage Controller

ining Debug Logs from Storage Controller

ining Debug Logs from Storage Controller

ining Debug Logs from Storage Controller
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Success: Command completed successfully.

Exiting.

done getting the storage controller logs

STATUS: getting the management controller logs ...
adding: controller (stored 0%)
adding: mcinfo (deflated 89%)
adding: cfg/log/appsv_019580_000002.log (deflated 93%)
adding: cfg/log/appsv_019580_000003.log (deflated 93%)

adding: cfg/log/active/web_019579_000000.log (deflated 90%)
adding: cfg/pfu/pfu.log (deflated 88%)
adding: cfg/cpld.log (deflated 63%)
adding: var/log/app.out (deflated 60%)
adding: var/log/boot.out (deflated 62%)
adding: var/log/messages (deflated 91%)
adding: var/log/snmpd.log (deflated 39%)
done getting the management controller logs
RETURN_CODE: 12
119 Operation Complete.
150—-Connecting to port 1756
150 1779.9 kbytes to download
ftp: 1822638 bytes received in 0.23Seconds 7789.05Kbytes/sec.
ftp>

ftp DEZIE

TEREDESZftp TIT—ERVYEBTELMES L., telnet ZEEL T ftp ZBAMETEIHELD
UFEd,

C:¥Documents and Settings¥administrator>ftp 192.168.0.2
> ftp: connect :L5—HBENFHTT

telnet Z3}EL "set protocols” AT KT ftp ZHMELET .

51 -

telnet 192.168.0.2
192.168.0.2 login: manage
Password:Fkkskokkk

Stratus ftScalable Storage AA-D95000
System Name: Tazmo #1

System Location:Uninitialized Location
Version:L210R015

TRIAVUFTREDHRELHER
# show protocols
Service and Security Protocols

Web Browser Interface (HTTP): Enabled
Secure Web Browser Interface (HTTPS): Enabled



Command Line Interface (Telnet): Enabled

Secure Command Line Interface (SSH): Enabled

Storage Management Initiative Specification (SMI-S): Enabled
File Transfer Protocol (FTP): Disabled

Simple Network Management Protocol (SNMP): Enabled
Service Debug (Debug): Enabled

In-band SES Management (SES): Enabled

Success: Command completed successfully.

TEITURT ftp DAL
# set protocols ftp enabled
Success: Command completed successfully.

ftp DAY o1=Z &R
# show protocols
Service and Security Protocols

Web Browser Interface (HTTP): Enabled

Secure Web Browser Interface (HTTPS): Enabled

Command Line Interface (Telnet): Enabled

Secure Command Line Interface (SSH): Enabled

Storage Management Initiative Specification (SMI-S): Enabled
File Transfer Protocol (FTP): Enabled

Simple Network Management Protocol (SNMP): Enabled
Service Debug (Debug): Enabled

In-band SES Management (SES): Enabled

Success: Command completed successfully.
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